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Preamble

The Communications and Information Technology Commission (CITC) is mandated, in accordance with the Telecommunications Act, Telecom Act Bylaw and CITC Ordinance, to regulate the telecommunications and IT sector in the Kingdom. Additionally, paragraph (Seventh) of the Council of Ministers Decree No. (292) dated 27/4/1441AH mandated CITC to regulate the Internet of Things (IoT) services and solutions in the Kingdom.

In accordance with CITC’s strategy and mandate to enable the IoT market in KSA, and provide public opportunity for feedback, CITC is pleased to announce that it has released a Public Consultation Document for Updating the IoT regulations. The original IoT regulations was issued by CITC in September 2019.

Scope and objective of this document

The purpose of this public consultation request is to provide interested parties with the opportunity to submit their views and comments on the proposed revisions to the IoT regulations. The update has been prepared to fulfill CITC’s role in regulating and enabling emerging technologies in the ICT market in KSA.

How to respond to this Consultation

Participants who wish to submit their views/comments on this Public Consultation Document must submit them to CITC no later than the May 19th, 2022. Views/comments can be submitted to one or more of the following addresses:

- By email to [emergingtech@citic.gov.sa](mailto:emergingtech@citic.gov.sa)
- Through the unified platform for receiving public consultations, “istitlaa” via [https://istitlaa.ncc.gov.sa](https://istitlaa.ncc.gov.sa)
- By mail (paper copy and electronic) to the following postal address: Communications and Information Technology Commission, Al-Nakheel District- Prince Turki Bin Abdul Aziz I Street intersection with Imam Saud Bin Abdul Aziz Road, PO Box 75606, Riyadh 11588, Saudi Arabia.

CITC calls on interested parties inside and outside the Kingdom to provide their views, observations and suggestions on this document. CITC welcomes the submission of views, supported by the evidence, justifications, analysis and benchmarking, as well as any other relevant information, in accordance with the form shown below. It should be noted that any information or views submitted will not be binding on CITC. CITC also reserves its absolute right to publish or not publish any comments received on the request if it deems appropriate.

Note: Please follow the format below for submission

<table>
<thead>
<tr>
<th>Question No.</th>
<th>Response</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
</tr>
</tbody>
</table>
Article (1): Introduction

The Communications and Information Technology Commission (CITC) has responsibility, in accordance with the Telecommunications Act, Telecom Act Bylaw, CITC Ordinance and paragraph (Seventh) of the Council of Ministers Decree No. (292) dated 27/4/1441AH, for regulating the telecommunications and IT sector in the Kingdom. This includes regulating key elements of IoT technology, IoT connectivity providers and IoT devices. CITC’s areas of responsibility, as it relates to IoT, includes the provisioning of services on telecommunication networks, the use of licensed and unlicensed spectrum, international roaming, radio and telecommunications equipment.

The Kingdom of Saudi Arabia (Kingdom or KSA) is aiming to become a leading country in the application and development of IoT technologies and services. It is crucial that this growth occurs in a safe and orderly manner, consistent with accepted international standards, and encourages innovation by local and global businesses operating in the Kingdom.

The IoT regulations (the regulation) sets out regulations specific to IoT technology, IoT connectivity, IoT devices and IoT connectivity service providers in the Kingdom. This document outlines the requirements specific to IoT that must be followed. The Regulation’s role is to elaborate the specific details of the IoT regulatory environment in the KSA in a clear and transparent manner.
Article (2): Definitions

The words and expressions defined in the CITC regulations shall have the same meaning when used in this regulations Document. For the purposes of this regulations Document, the following words and expressions shall have the meanings assigned to them below:

**CITC Website:** [www.citc.gov.sa](http://www.citc.gov.sa).

**Internet of Things (IoT):** A network of devices that are autonomously able to sense, monitor, or interact with the surrounding environment, in addition to collect and exchange data. IoT consists of three main components, IoT Device, IoT Connectivity and IoT Platform.

**IoT Device:** A physical object connected to a network via IoT connectivity, has the ability to transmit data, can be identified across that network, and can communicate to other physical objects or IoT platforms.

**IoT Connectivity:** A communication network that enables the IoT devices to connect and transmit data between each other or to the internet.

**IoT Connectivity Provider:** Any Entity that provides an IoT connectivity commercially.

**IoT User:** Any Entity that uses an IoT solution.

**IP (Internet Protocol) Address:** The unique address that identifies a device on the internet or a local network.

**Low Power Wide Area Networks (LPWAN):** Low power wireless wide area network technologies that interconnect devices with low bit rates.

**License-Exempt Frequency:** Use of radio spectrum without the user being required to possess a frequency license issued by CITC.

**On premise:** Areas located within private premises, which include personal houses, private compounds, and universities.

**Out of Premise:** Areas located in public premises, which include streets, public areas and parks.
Article (3): IoT Devices

3.1 All IoT devices must comply with the Technical Specifications published on CITC website.

3.2 The IoT devices must be approved by CITC and obtain Certificate of Conformity before applying for Customs Clearance permission. The Equipment Approval and Customs Clearance requirements and procedures are detailed in the "Regulations for Importation and Licensing of Telecommunications and Information Technology Equipment" document published on CITC website.

3.3 The IoT devices shall have the capability to allow the credentials to be modified and the ability to reset the IoT devices back to the default factory settings.

3.4 The features of a device and its functionality should be indicated on the device’s user manual. This information must include the relevant features of the device and its functionality when connectivity is limited, interrupted or unavailable.

3.5 CITC encourages the use of IPv6 as it provides many technical benefits in addition to the larger addressing capacity.

3.6 CITC encourages IoT users to ensure the interoperability between IoT devices and IoT connectivity, in addition to ensuring the interoperability between IoT devices and IoT platform.

Q1: Do you consider Article (3) will ease the market entry and increase the competition in the IoT market? And why?

Q2: What are the potential impacts of Article (3) requirements on your business? And why?

Q3: What are the potential impacts of Article (3) requirements on the broader IoT market and/or other industries? And why?

Q4: Are the interests of IoT users appropriately safeguarded? And why?

Q5: What else could Article (3) address to meet CITC’s objectives in enabling the IoT market in KSA?

Q6: Do you see the requirements stated in this article are clear?
Article (4): IoT Connectivity Service Provisioning

IoT connectivity can be provided using wireless networks, and they can be classified into:

- IoT connectivity using licensed frequency bands
- IoT connectivity using license-exempt frequency bands

The main requirements for IoT connectivity service provisioning are as follow:

4.1 IoT Connectivity, using licensed frequency bands (e.g. mobile, satellite), must be provided only by a CITC connectivity licensee. The conditions and commitments for the licenses are available in CITC website.

4.2 The IoT connectivity using license-exempt frequency bands can be classified into Wide Area Networks (WAN) and Local Area Networks (LAN). The IoT connectivity using license-exempt frequency WAN, including LPWAN and any license-exempt frequency network that has similar WAN characteristics, must be provided by “Facilities-Based Unified Telecommunications Services” licensee, or “Providing IoT services using license-exempt frequencies” licensee.

4.3 The license-exempt frequency WAN, including LPWAN or any network that has similar WAN characteristics, can be built and used on premise for non-commercial purposes without the condition of having “Providing IoT services using license-exempt frequencies” license, with the following conditions:

4.3.1 Compliance with the data security, privacy and protection requirements in KSA.

4.3.2 Compliance with the ‘Specification for Low Power Wide Area Networks (LPWAN) Equipment operating in License-Exempt Frequency Bands’ (RI114), available on CITC website.

4.3.3 IoT devices must be imported by the owners of those premises or by a licensed connectivity provider indicated in (4.2).

4.3.4 The network must be implemented by the owners of those premises or by a licensed connectivity provider indicated in (4.2).

4.4 License-exempt frequency bands can be used only as a secondary use, thus, the networks operating in these bands must not cause any interference to the current or future primary users. The users of these networks must not ask any protection from interference caused by the current or future primary users.

4.5 The users of the license-exempt frequency bands must stop using these bands upon CITC request within the timeframe specified by CITC.
4.6 The users of the license-exempt frequency bands must comply with any updates of the ‘National Frequency Plan’ and the related technical specifications, available on the CITC website.

4.7 The WLAN IoT connectivity are subject to the WLAN Regulations, available on the CITC website.

4.8 All IoT mobile-based connectivity must use numbers from the machine-to-machine (M2M) numbering range as per the ‘National Numbering Plan’ published on CITC website.

4.9 IoT connectivity providers must ensure that IoT users are aware of the following:

4.9.1 The importance of the network security and provide recommendations on data protection.

4.9.2 The effective use, characteristics, quality of service of the IoT connectivity.

4.9.3 The risk of interference from other users of shared bands, with possible detrimental effect on quality of service.

Q7: Do you consider Article (4) will ease the market entry and increase the competition in the IoT market? And why?

Q8: Shall CITC allow/prohibit international inbound roaming for IoT mobile networks? And why?

Q9: Shall CITC allow licensed satellite connectivity providers to provide IoT connectivity? And why?

Q10: Shall CITC impose the LPWAN requirements on the license-exempt frequency networks that has similar WAN characteristics? And why?

Q11: What else could Article (4) address to meet CITC’s objectives in enabling the IoT market in KSA?

Q12: Do you see the requirements stated in this article are clear?
5.1 CITC reserve the right to request a report or regular reporting from any IoT connectivity provider. Such reports could include any information and data related to the services that have been provided or are currently being provided. CITC will define the reporting requirements with the service provider, including the data required and the timeframe in which to provide these reports.

5.2 CITC encourages all IoT solution providers and IoT connectivity providers to ensure that all their offerings are published publicly.

5.3 CITC encourages all IoT solution providers to register in “Manassa Tech” available on CITC website.

5.4 All IoT connectivity providers and IoT solutions providers must adhere to all laws, regulations and requirements issued by CITC or other authorities in the Kingdom, including data management, security, privacy and protection.

Q12: Do you consider Article (5) will ease the market entry and increase the competition in the IoT market? And why?

Q13: What else could Article (5) address to meet CITC’s objectives in enabling the IoT market in KSA?

Q14: Do you see the requirements stated in this regulation overall are clear?